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Introduction

This contribution proposes updates to Solution 2.3
FIRST CHANGE
6.2.3
Solution 2.3:  Making the UE aware of 3GPP PS Data Off Exempt Services using a list of Data Off Exempted Services (DOES)

6.2.3.1

General

The proposed solution is based on the HSS providing the UE with a list of exempted services that is translatable by the UE into a readable message to the user.

Per TS 22.011 clause 10.2, the list of "exempted services when PS Data Off" is activated and managed by the Home Operator on a per VPLMN basis. Therefore, a solution based on OMA-DM may result in the download of a set of exempted services (e.g. MMTel Voice, SMS over IMS, Device Management over PS) per set of VPLMNs (e.g. PLMN1, PLMN43, PLMN67, etc). Even if there are a small number of sets of exempted services on the field, this will result in a long list of VPLMNs (all the PLMNs the Home Operator has roaming agreements with). Placing the list of exempted services in the HSS allows the network to only provision the list of exempted services of the VPLMN the UE is attaching to, hence avoiding the download of all sets of lists and VPLMN-ids (which most likely will be not used by the UE). 

The list of exempted services for the VPLMN (including the HPLMN in non roaming cases) is sent to the UE during the attachment to that VPLMN. 

In addition, the EPC and the IMS networks need to know the list of exempted services, even if it is in another format than the list provided to the UE, because the UE alone is not able to block all services (for example all MT IMS services only using IMS signalling, such as SMS over IMS, need to be blocked/allowed by S-CSCF; and filters for downlink non-IMS packets need to be known by the PGW). Therefore, the solution requires the same knowledge of the list of exempted services to be used

· by the UE;

· by S-CSCF;

· by the PGW.

Placing this knowledge in a single entity (the HSS) that provides the UE, the S-CSCF and the PGW with the exempted services with the corresponding format avoids the need for coordination between databases (e.g. OMA DM and HSS). 

Even if it is not part of the study, another benefit would be the possibility to allow different list of exempted services for different types of users (for example MPS subscribers, gold subscribers, etc). 

6.2.3.2
Description

The list of exempted services when PS Data Off is activated for the visited/registered PLMN is added to the Subscription data, sent by the HSS to the Packet Core Function serving the UE in all messages which contain the Subscription data. 

The list of services exempted when PS Data Off is activated, stored in the HSS, is made up of 

· For all the UEs of the HPLMN: A "list of Data Off Exempted Services" (DOES) which is stored by the MME/SGSN for further distribution to the UE. This list is not intepreted by the MME/SGSN. When received by the UE, the UE stores it and – in the case of PS Data-Off activated – blocks all PS services except the ones in that list (e.g. MMTel Voice, SMS over IMS, Device Management over PS), and translate this list into a readable message to the user. In particular, the UE NAS layer shall notify the UE IMS layer about the IMS exempted services;

· For the EPC: A list of "Exempted APNs" (EA) and associated "Packet Filtering Information" (PFI)". Exempted APNs can be totally exempted, in which case, the Packet Filtering Information is not present, or partially exempted APN, in which case the Packet Filtering info is present and characterizes the IP flows which are exempted from PS Data Off.

· For the IMS network: A list of "Exempted IMS services" (EIS) for the IMS to only allow exempted IMS services when PS Data Off is activated.

The UE is informed during the Attach procedure in the Attach Accept message, during the TAU procedure in the Tracking Area Update Accept message and/or during the RAU procedure in the Routing Area Update Accept message via the addition of a new parameter "list of Data Off Exempted services" (DOES). 
Editor’s Note: It is FFS the nature of the information sent to the UE for uplink enforcement for APN data exempt services for the 3 cases where the APN is completely exempt, the APN is completely blocked and the APN has some services that are data exempt.
NOTE :
If the list of data exempt services is updated after UE attachment, and if Data Off is activated, several options are available to update the UE; one option is forcing the UE to detach and re-attach, the second option is to update EMM Information message to include uplink filters, and the third option is to wait until the next time TAU is triggered from the UE and the updated uplink filters are included in the TAU Accept message. If the Data Off status is not active, then MME can delay sending the updated uplink filters until the next time TAU is performed and the updated uplink filters are included in the TAU Accept message
1-  Attach procedure

For the purpose of making the UE aware of 3GPP PS Data Off Exempt Services, the Attach procedure specified in TS 23.401 clause 5.3.2.1 is modified by:

· Adding the "list of Data Off Exempted Services" (DOES) in the Update Location Ack message (or Insert Subscriber Data Request msg– not represented in the figure), and

· Adding the "list of Data Off Exempted Services" (DOES) in the Attach Accept message. 
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Figure 6.2.3.2-1: Attach procedure

2- Tracking Area Update procedure

Same changes for the Tracking Area Update procedure of TS 23.401 clause 5.3.3.1:

3- Insert Subscriber Data procedure

For the purpose of making the UE aware of 3GPP PS Data Off Exempt Services, the Insert Subscriber Data procedure specified in TS 23.401 clause 5.3.9.2 is modified by adding the "list of Data Off Exempted Services" in the Insert Subscriber Data message. 
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Figure 6.2.3.2-2: Insert Subscriber Data procedure

6.2.3.3
Impacts on existing nodes and functionality
Editor’s Note: Additional impacts for asynchronously updating a UE after initial attachment is FFS
UE: The UE is modified: 

· to support the reception  of the list of Data Off Exempted Services sent by the network in the NAS messages Attach Accept and TAU Accept; 

· to translate this list into readable message to the user;

· to use this list to allow the services listed in the list of Data Off Exempted Services and block the other PS services when Data Off is activated.

MME/SGSN:
The MME/SGSN is modified:

· to receive and store the list of Data Off Exempted Services sent by the HSS in the Location Update Accept and Insert Subscriber Data messages;

· to include the list of Data Off Exempted Services in the Attach Accept and RAU Accept messages towards the UE;

HSS: The HSS is modified:

· to support the configuration and the storage of the list of Data Off Exempted Services per VPLMN;

to include the list of Data Off Exempted Services in the Location Update and Insert Subscriber Data messages towards the MME/SGSN;
END of CHANGES
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